
RESEARCH 
www.commprac.com 

ISSN 1462 2815 
 

COMMUNITY PRACTITIONER                                   264                                             JULY Volume 21 Issue 07 

A SECURE FRAMEWORK FOR MANAGING ONCOLOGICAL 
TREATMENT RECORDS USING BLOCKCHAIN TECHNOLOGY  

 

M. Manicka Raja 1*, B. Kiruba 2 and A. Jameer Basha 3  

1 Division of Computer Science and Engineering, 

Karunya Institute of Technology and Sciences, Coimbatore, Tamilnadu, India. 

*Corresponding Author Email: manickaraja89@gmail.com 
2 Department of Artificial Intelligence and Data Science, 

Sri Krishna College of Engineering and Technology, Coimbatore, Tamilnadu, India. 

Email: kirubamugesh@gmail.com 
3 Department of Computer Science and Engineering, 

Hindusthan Institute of Technology, Coimbatore, Tamilnadu, India. 

Email: shaznjam@gmail.com  

 
DOI: 10.5281/zenodo.12662128 

 
Abstract  

Electronic Medical Records (EMRs) contain highly sensitive private information vital for diagnosing and 
treating patients. These records must frequently be distributed and shared among various stakeholders, 
including healthcare providers, insurance companies, pharmacies, researchers, and patients' families. 
Implementing EMRs allows patient data to be tracked over extended periods by multiple healthcare 
providers. This long-term tracking helps identify individuals who need preventive checkups and 
screenings and ensures they meet essential health metrics such as vaccinations and blood pressure 
levels. A secure IoT-based healthcare system for oncology services proposes utilizing Distributed 
Ledger Technology (DLT) and blockchain to secure IoT data. This approach aims to enhance existing 
treatment options and provide a comprehensive healthcare solution. The open nature of IoT networks 
makes them susceptible to data vulnerabilities and manipulation by external entities. While various 
security measures, such as biometrics and two-factor authentication, exist for IoT devices, blockchain 
technology offers a promising solution. Blockchain creates a shared, immutable, and transparent history 
of all transactions, fostering trust, accountability, and transparency in applications. This technology 
presents a unique opportunity to develop a secure and reliable EMR data management and sharing 
system using DLT. 

Index Terms: Electronic Medical Records (EMRs), Distributed Ledger Technology (DLT), Block Chain, 
IoT-based Healthcare System, Data Security, Stakeholders. 

 
1. INTRODUCTION 

1.1 Background and Importance of Electronic Medical Records (EMRs) 

Electronic Medical Records (EMRs) have emerged as a foundational component of 
the modern healthcare infrastructure. These records encompass the critical, sensitive, 
and private information necessary for diagnosing and treating patients. Unlike 
traditional paper records, EMRs provide numerous advantages, including improved 
accuracy, accessibility, and efficiency in managing patient information. The digitization 
of medical records facilitates seamless sharing and distribution among various 
stakeholders within the healthcare ecosystem. These stakeholders include healthcare 
providers, insurance companies, pharmacies, researchers, and even patients' 
families. Such interconnectedness significantly enhances coordination and continuity 
of care, ultimately leading to improved patient outcomes. 

The integration of EMRs into healthcare systems offers the ability to track patient data 
over extended periods. This longitudinal tracking is crucial for monitoring patient 
progress, identifying those due for preventive checkups and screenings, and ensuring 
compliance with essential health metrics such as vaccinations and blood pressure 
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readings. These capabilities are essential in shifting from reactive to proactive 
healthcare, emphasizing prevention and early intervention. This proactive approach 
helps in reducing the incidence of severe health issues by catching potential problems 
early and managing chronic conditions more effectively. 

Moreover, EMRs enable healthcare providers to have immediate access to a patient's 
complete medical history, which is invaluable during emergencies or when patients 
seek care from multiple providers. This comprehensive access reduces the likelihood 
of medical errors, such as adverse drug interactions, and ensures that treatments are 
based on the most accurate and up-to-date information available. The efficiency 
gained from using EMRs also translates to reduced administrative costs and the ability 
to allocate more resources directly to patient care. 

1.2 The Rise of IoT in Healthcare 

The advent of the Internet of Things (IoT) has further transformed healthcare by 
introducing a network of interconnected devices capable of collecting, transmitting, 
and analyzing health-related data in real time. IoT devices range from wearable fitness 
trackers and remote monitoring sensors to advanced diagnostic tools and smart 
medication dispensers. These devices generate an immense amount of data, offering 
unprecedented insights into patient health and enabling continuous monitoring and 
personalized treatment plans. 

IoT in healthcare facilitates real-time health monitoring, allowing for immediate 
intervention when necessary. For example, wearable devices can track vital signs 
such as heart rate, blood pressure, and glucose levels, alerting both patients and 
healthcare providers to any abnormalities. Remote monitoring sensors can keep track 
of patients with chronic conditions, reducing the need for frequent hospital visits and 
enabling more consistent management of their health. 

However, the proliferation of IoT devices in healthcare also introduces significant 
security challenges. The sensitive nature of the data involved and the 
interconnectedness of devices create multiple entry points for potential cyber threats. 
Ensuring the security and integrity of the data collected and transmitted by IoT devices 
is paramount to maintaining patient trust and safeguarding their privacy. The open 
nature of IoT networks, characterized by their extensive connectivity and data 
exchange capabilities, inherently increases the risk of data vulnerability and 
manipulation by external entities. 

1.3 Challenges in Securing IoT Data 

The open nature of IoT networks poses considerable risks, as the extensive 
connectivity and continuous data exchange can lead to vulnerabilities and potential 
data manipulation by external entities. Cybersecurity threats such as data breaches, 
unauthorized access, and data tampering pose significant risks to patient safety and 
the integrity of healthcare services. Traditional security measures, including biometrics 
and two-factor authentication, provide some level of protection but may not be 
sufficient to address the complexities and scale of IoT networks. 

The volume and sensitivity of the data generated by IoT devices necessitate robust 
security frameworks to protect this information from cyber threats. The healthcare 
sector must prioritize the development and implementation of comprehensive security 
measures that can safeguard patient data while allowing the benefits of IoT technology 
to be fully realized. One promising solution lies in leveraging Distributed Ledger 
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Technology (DLT), specifically blockchain, to enhance IoT security and data 
management. 

1.4 Blockchain and Distributed Ledger Technology (DLT) in Healthcare 

 

Figure 1: Blockchain and Distributed Ledger Technology (DLT) in the 
healthcare industry 

Blockchain technology offers a novel approach to securing IoT data by providing a 
shared, immutable, and transparent history of all transactions. Each transaction is 
recorded in a block, and these blocks are linked in a chain, creating a tamper-proof 
record that can be independently verified by all participants in the network as depicted 
in the Figure 1. This inherent transparency and immutability make blockchain an ideal 
candidate for ensuring the security and integrity of EMR data. 

Incorporating blockchain into IoT-based healthcare systems can create applications 
with enhanced trust, accountability, and transparency. Blockchain’s decentralized 
nature eliminates the need for a central authority, reducing the risk of single points of 
failure and enhancing the overall resilience of the system. By integrating blockchain 
with IoT, healthcare providers can develop a secure and trustworthy EMR data 
management and sharing system, addressing many of the current security challenges. 

The adoption of blockchain technology in healthcare can also streamline 
administrative processes, reduce costs, and improve the accuracy and reliability of 
medical records. Smart contracts, which are self-executing contracts with the terms of 
the agreement directly written into code, can automate various healthcare processes, 
such as insurance claims and patient consent forms, further enhancing efficiency and 
security. 

In summary, the convergence of IoT and blockchain technologies holds significant 
potential for transforming healthcare by addressing critical security challenges and 
enhancing the management and sharing of EMR data. This integration not only 
improves the security and integrity of patient information but also paves the way for 
more efficient, transparent, and patient-centric healthcare services. 
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2. RELATED WORKS 

The integration of blockchain technology in healthcare has shown significant potential 
in securing electronic medical records (EMRs). Blockchain provides a decentralized 
and immutable ledger that enhances data security and integrity, crucial for sensitive 
information like oncological treatment records. Research by Azaria et al. (2016) 
highlights blockchain’s ability to provide a secure and efficient way to manage and 
share medical records among healthcare providers, ensuring patient privacy and data 
protection. 

A study by Yue et al. (2016) demonstrates how blockchain can improve data privacy 
in healthcare systems. By using cryptographic techniques, blockchain ensures that 
only authorized parties can access patient data. This is particularly important in 
oncology, where patient information is highly sensitive. The study emphasizes the 
potential of blockchain to offer secure access control mechanisms, reducing the risk 
of data breaches. 

In the context of oncological treatments, secure data sharing among multiple 
stakeholders is crucial. Zhang et al. (2018) discuss how blockchain can facilitate 
secure and transparent data sharing. The immutability of blockchain records ensures 
that any changes to the data are tracked and verifiable, thereby maintaining the 
integrity of patient records throughout the treatment process. 

Research by Ekblaw et al. (2016) explores the use of blockchain to mitigate data 
tampering risks. In oncology, where accurate patient data is critical for treatment 
decisions, blockchain’s tamper-proof nature provides a reliable solution. The study 
highlights how blockchain can prevent unauthorized alterations to patient records, 
ensuring data authenticity and trustworthiness. 

The challenge of interoperability in healthcare systems is addressed by Dagher et al. 
(2018), who propose a blockchain-based framework to enhance interoperability. This 
framework allows seamless integration and sharing of EMRs across different 
healthcare providers. For oncological treatments, such interoperability ensures that all 
relevant patient data is available to healthcare providers, improving treatment 
outcomes. The decentralized nature of blockchain is particularly beneficial for 
managing EMRs. Shrestha et al. (2018) discuss how decentralization eliminates single 
points of failure, making the system more robust against cyberattacks. In oncology, 
where continuous access to accurate patient data is vital, blockchain’s decentralized 
approach enhances system reliability. 

Smart contracts, as explored by Patel (2019), can automate various aspects of 
healthcare data management. In oncology, smart contracts can automate the 
execution of treatment protocols based on pre-defined criteria, ensuring adherence to 
treatment plans and improving patient care. The automation provided by smart 
contracts also reduces administrative overhead, allowing healthcare providers to focus 
more on patient care. 

Rabah (2017) emphasizes the role of blockchain in ensuring data integrity. For 
oncological treatments, maintaining the integrity of patient records is crucial for 
effective treatment planning and monitoring. Blockchain’s immutable ledger ensures 
that once data is recorded, it cannot be altered without detection, providing a reliable 
source of truth for patient data.  A patient-centric approach to data management, as 
discussed by Linn and Koo (2016), is essential for empowering patients in their 
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treatment journey. Blockchain enables patients to have control over their medical 
records, allowing them to grant access to healthcare providers as needed. This control 
enhances patient engagement and ensures that their data is used in a manner 
consistent with their preferences.  

Research by Krawiec et al. (2016) highlights blockchain’s potential in reducing fraud 
in healthcare systems. By providing a transparent and immutable record of all 
transactions, blockchain can help detect and prevent fraudulent activities. In oncology, 
where treatment costs can be high, reducing fraud is essential for ensuring that 
resources are used effectively for patient care. 

Yli-Huumo et al. (2016) discuss how blockchain can enhance trust in healthcare 
systems. The transparency and security offered by blockchain can increase trust 
among patients, healthcare providers, and other stakeholders. In oncology, where 
trust is crucial for effective treatment collaboration, blockchain’s trust-enhancing 
capabilities are particularly valuable. 

A study by Xia et al. (2017) explores how blockchain can enable real-time access to 
patient data. For oncological treatments, timely access to patient records is critical for 
making informed treatment decisions. Blockchain’s ability to provide real-time data 
access ensures that healthcare providers have the information they need when they 
need it.  

Liang et al. (2017) examine the data security concerns in healthcare and how 
blockchain can address these concerns. The study highlights blockchain’s advanced 
security features, such as encryption and decentralized storage, which provide robust 
protection against data breaches. In oncology, where data security is paramount, 
blockchain offers a reliable solution. 

Clinical trials are a crucial aspect of oncology research. Nugent et al. (2016) propose 
using blockchain to manage clinical trials data. Blockchain’s transparent and 
immutable record-keeping ensures that clinical trials data is accurately recorded and 
verifiable, enhancing the reliability of trial results and facilitating regulatory compliance. 

Research by Agbo et al. (2019) discusses future directions for blockchain in 
healthcare. The study suggests that ongoing advancements in blockchain technology 
will continue to improve the security, efficiency, and interoperability of healthcare 
systems. For oncological treatments, these advancements hold the promise of further 
enhancing the management and security of EMRs, leading to better patient outcomes. 
 
3. A SECURE FRAMEWORK ON IoT-BASED HEALTHCARE SYSTEM FOR 

ONCOLOGY SERVİCES 

A Secure IoT-Based Healthcare System for Oncology Services represents a cutting-
edge integration of Internet of Things (IoT) technology into cancer care. This system 
leverages IoT devices to monitor patients' vital signs, treatment progress, and overall 
health in real-time, ensuring continuous and precise data collection. By employing 
advanced encryption and security protocols, it safeguards sensitive patient information 
against cyber threats, thus maintaining confidentiality and compliance with healthcare 
regulations. Such a system enhances the accuracy of diagnostics, facilitates 
personalized treatment plans, and improves the overall efficiency of oncology 
services, ultimately leading to better patient outcomes and streamlined healthcare 
delivery. 
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Figure 2: Workflow for implementing a Secure IoT-Based Healthcare System 
for Oncology Services 

The proposed framework follows a multi-stage process to ensure the system's 
integration, security, and efficiency, as outlined in Table 1. The development begins 
with Requirement Analysis and System Design, where requirements (R) are defined 
by stakeholders (S) such as oncologists, IT professionals, and hospital administrators, 
and the system design (D) incorporates IoT devices (I) and a blockchain platform (B). 
Next, Data Encryption and Device Integration ensures secure communication, with 
encryption (E) protocols applied to IoT devices and compatibility testing (T). The 
Blockchain Network Setup stage involves establishing the network (N), implementing 
consensus algorithms (A), and deploying smart contracts (SC). User Authentication 
and Access Control leverage biometrics and multi-factor authentication (U) to manage 
permissions (P). The User Interface Development phase focuses on creating a user-
friendly interface (UI) for healthcare providers (H) and patients (PT), followed by pilot 
testing (G) and evaluation through functional, security, and performance testing (FT, 
ST, PT) with feedback (F) for improvements. The system is then deployed (D), with 
comprehensive training (TR) and support (S) provided. Finally, continuous monitoring 
(M), maintenance (MA), updates (U), and analysis (A) ensure the system's ongoing 
effectiveness and reliability. 

Table 1: Illustration of work process outlined above using mathematical 
notations and models for each stage 

Stage Variables Equations 

Requirement 
Analysis and 
System Design 

 R= Requirements 

 S=Stakeholders 

 D=System Design 

 I=IoT devices 

 B=Blockchain platform 

 R=f(S) where S includes oncologists, IT 
professionals, and hospital administrators. 

 D=g(R,I,B)D = g(R, I, B)D=g(R,I,B) where g 
is a function that designs the system based 
on requirements, IoT devices, and 
blockchain platform. 

Data 
Encryption and 
Device 
Integration 

 E=Encryption 

 C=Communication  
Protocol 

 T=Testing 

 E=h(I) where h represents the encryption 
protocol applied to IoT devices. 

 C=i (E, B) where i is the function for secure 
communication between IoT devices and 
blockchain. 

 T=j(I,C) where j represents the testing of 
devices for compatibility and security. 

Blockchain 
Network Setup 

 N=Network 

 A=Consensus Algorithm 

 N=k(B) where k is the setup of blockchain 
nodes. 
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Stage Variables Equations 

 SC=Smart Contracts  A=l(N) where l involves implementing 
PoW or PoS algorithms. 

 SC=m(A) where m represents the 
deployment of smart contracts for 
automation. 

User 
Authentication 
and Access 
Control 

 U=User Authentication 

 P=Permissions 

 U=n (Biometrics, MFA) where n is the 
function implementing biometrics and 
multi-factor authentication. 

 P=o(U) where o defines user roles and 
access control based on authentication. 

User Interface 
Development 

 UI=User Interface 

 H=Healthcare Providers 

 PT=Patients 

 UI=p (H, PT) where p designs an interface 
meeting the needs of healthcare providers 
and patients. 

 T=q(UI) where q is the usability testing 
function to refine the interface. 

Pilot Testing 
and Evaluation 

 G=User Group 

 FT=Functional Testing 

 ST=Security Testing 

 PT=Performance Testing 

 F=Feedback 

 G=r (H, PT) where r selects a group of 
healthcare providers and patients. 

 FT=s(G) 

 ST=t(G) 

 PT=u(G) 

 F=v(FT,ST,PT) where v collects and 
analyzes feedback to make 
improvements. 

Deployment 
and Training 

 D=Deployment 

 TR=Training 

 S=Support 

 D=w(N) where w deploys the system 
across the department. 

 TR=x (H, IT) where x conducts training 
sessions for healthcare providers and IT 
staff. 

 S=y(TR) where y provides ongoing 
support and resources. 

Monitoring and 
Maintenance 

 M=Monitoring 

 MA=Maintenance 

 U=Updates 

 A=Analysis 

 M=z(D) where z is continuous monitoring 
of the deployed system. 

 MA=aa(M) 

 U=ab(MA) 

 A=ac(M,MA) where ac analyzes data for 
performance and improvements. 

3.1 Requirement Analysis and System Design 

The first step involves a thorough requirement analysis and system design to lay the 
foundation for the proposed solution. This stage includes engaging with stakeholders 
such as oncologists, IT professionals, and hospital administrators to understand the 
specific data flow, security needs, and functionality requirements of the oncology 
department. The system's architecture is then designed to accommodate these 
requirements, ensuring compatibility and seamless integration of IoT devices with the 
blockchain network. Selecting appropriate IoT devices, like wearable sensors and 
diagnostic tools, and a suitable blockchain platform, such as Ethereum or Hyperledger, 
is critical for ensuring accurate and reliable data collection and management. 

3.2 Data Encryption and Device Integration 

In this phase, the focus is on securing the data from the point of collection by 
implementing robust encryption protocols for IoT devices. This ensures that all health 
data generated is encrypted before being transmitted to the blockchain network, 
protecting it from unauthorized access and breaches. Firmware is developed to enable 
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secure communication between the IoT devices and the blockchain. Comprehensive 
testing is conducted to ensure that these devices are compatible and can seamlessly 
transmit data without any interruptions or security issues. 

3.3 Blockchain Network Setup 

The blockchain network setup is pivotal for establishing a secure and decentralized 
infrastructure. This involves configuring blockchain nodes and setting up the network 
to support secure data transactions. Implementing consensus algorithms, such as 
Proof of Work (PoW) or Proof of Stake (PoS), ensures data integrity and immutability. 
Smart contracts are deployed to automate key processes like data sharing and access 
permissions, which enforce rules and provide a transparent and tamper-proof record 
of all transactions, enhancing the overall security and efficiency of the system. 

3.4 User Authentication and Access Control 

Ensuring that only authorized users can access the system is crucial for maintaining 
data security and patient privacy. This stage involves implementing strong user 
authentication mechanisms, such as biometrics and multi-factor authentication, to 
verify user identities. User roles and permissions are clearly defined to control access 
to sensitive information, and an access control system is integrated to manage these 
permissions. This robust authentication and access control framework helps prevent 
unauthorized access and potential data breaches, safeguarding patient information. 

3.5 User Interface Development 

Developing a user-friendly interface is essential for the successful adoption of the 
system by healthcare providers and patients. The interface should be intuitive and 
designed to meet the specific needs of its users, enabling healthcare providers to 
easily access patient records, monitor treatment progress, and collaborate with 
colleagues. For patients, the interface should provide easy access to their health data 
and communication tools with their care team. Usability testing is conducted to refine 
the interface, ensuring it is efficient and straightforward to use, thus promoting 
widespread acceptance and usage. 

3.6 Pilot Testing and Evaluation 

Pilot testing is conducted to evaluate the system in a real-world setting before full-
scale deployment. A small group of users, including both healthcare providers and 
patients, is selected for this phase. Comprehensive testing, covering functional, 
security, and performance aspects, is carried out to identify and address any potential 
issues. Feedback from users is gathered and analyzed to make necessary 
adjustments and improvements. This iterative process ensures that the system is fully 
functional, secure, and ready for wider implementation, addressing any issues that 
may arise during actual usage. 

3.7 Deployment and Training 

The system is then deployed across the oncology department, followed by 
comprehensive training sessions for healthcare providers and IT staff. These sessions 
are designed to ensure that all users are comfortable with the new technology and can 
utilize it effectively. Ongoing support and resources are provided to facilitate the 
transition and address any challenges that may arise during the initial rollout. This 
phase is crucial for achieving user buy-in and ensuring that the system is used to its 
full potential, leading to improved patient care and operational efficiency. 
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3.8 Monitoring and Maintenance 

Continuous monitoring and maintenance are essential for ensuring the ongoing 
effectiveness and security of the system. This involves regular updates to address any 
vulnerabilities, keeping the system up-to-date with the latest technological 
advancements.  

Continuous monitoring helps detect and address issues promptly, ensuring smooth 
operation. Data collected by the system is analyzed to evaluate performance and 
impact on patient outcomes, providing a feedback loop for ongoing improvement. 

This proactive approach ensures that the system remains reliable, secure, and 
beneficial for oncology services. 
 
4. CONCLUSION 

The integration of blockchain technology into the management of Electronic Medical 
Records (EMRs) for oncological treatments represents a pivotal advancement in 
healthcare security and efficiency. Blockchain’s decentralized ledger system offers 
unparalleled benefits in securing sensitive patient data, ensuring its integrity, and 
enhancing interoperability across healthcare providers and stakeholders.  

By leveraging blockchain, healthcare systems can mitigate critical challenges such as 
data breaches, unauthorized access, and tampering, which are particularly detrimental 
in oncology where the accuracy and privacy of patient information are paramount.  

The immutable nature of blockchain records ensures that once data is entered, it 
cannot be altered retroactively without detection, establishing a reliable source of truth 
for patient records.  

Moreover, blockchain enhances the efficiency of healthcare operations by automating 
processes through smart contracts. These contracts facilitate secure and transparent 
execution of treatment protocols, streamline administrative tasks, and improve 
adherence to patient care plans. 

This automation reduces administrative overhead, allowing healthcare providers to 
allocate more resources to direct patient care and improving overall treatment 
outcomes.  

The decentralized architecture of blockchain also strengthens healthcare systems 
against cyber threats by eliminating single points of failure. This resilience is crucial 
for maintaining continuous access to accurate patient data, particularly in emergency 
situations or when coordinating care among multiple providers.  

Looking forward, ongoing advancements in blockchain technology hold promise for 
further enhancing the security, efficiency, and interoperability of EMRs in oncology. 
Future research and development efforts should focus on optimizing blockchain 
applications, integrating them seamlessly with existing healthcare infrastructure, and 
ensuring compliance with regulatory standards.  

In conclusion, blockchain technology represents a transformative solution for securing 
EMRs in oncological treatments, safeguarding patient privacy, enhancing data 
integrity, and ultimately improving the quality of care delivered to patients. Embracing 
blockchain in healthcare is not merely an evolution but a revolution towards a more 
secure, efficient, and patient-centric healthcare ecosystem. 
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